POLITYKA OCHRONY DANYCH OSOBOWYCH

Midorino Judo Teresa Klaczyriska

§1. Polityka Ochrony Danych Osobowych

Niniejszy dokument zatytutowany ,,Polityka ochrony danych osobowych” (dalej: Polityka) jest politykg ochrony
danych osobowych w rozumieniu RODO — rozporzgdzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z 27
kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie
swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE.

Wykaz procedur, polityk oraz instrukcji regulujgcych bezpieczne oraz zgodne z prawem przetwarzanie danych
osobowych w Midorino Judo Teresa Klaczyrska, bedgcych integralng czescig niniejszej Polityki:

S

U

8.
9.

Polityka bezpieczenstwa przetwarzania danych osobowych
Instrukcja zarzadzania systemem informatycznym
Instrukcja postepowania w sytuacji naruszenia ochrony danych osobowych wraz z zatgcznikiem nr 1, nr 3

Rejestr incydentdw bezpieczenstwa oraz dziatan korygujacych i Zapobiegawczych — tzw. Rejestr naruszen
(zatacznik nr 2)

Polityka prywatnosci wraz z klauzulg informacyjng
Polityka plikdéw cookies

Procedura weryfikacji Podmiotéw przetwarzajgcych dane osobowe oraz Formularz weryfikacji Podmiotu
przetwarzajgcego dane osobowe

Umowa powierzenia przetwarzania danych osobowych - wzér

Whiosek o realizacje praw osoby, ktérej dane dotyczg zgodnie z Rozporzgdzeniem RODO

10. Metodologia oceny ryzyka wraz z analiza

11. Dokumentacja pracownicza zgodna z RODO

§2. Zakres przedmiotowy Polityki ochrony danych osobowych

Polityka zawiera opis zasad ochrony danych osobowych obowigzujgcych w Przedsiebiorstwie: Midorino Judo
Teresa Klaczyniska ul. Debowa 39/2,61-458 Poznan.

§3. Podmioty odpowiedzialne

Odpowiedzialny za wdrozenie i utrzymanie niniejszej Polityki jest Administrator danych osobowych.

§4.Skroty i definicje



Polityka — oznacza niniejszy dokument, o ile co innego nie wynika wyraznie z kontekstu.

RODO - oznacza rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z 27 kwietnia 2016 r. w
sprawie ochrony osdb fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE.

Dane szczegdlnych kategorii — oznaczajg dane wymienione w art. 9 ust. 1 RODO, tj. dane osobowe ujawniajgce
pochodzenie rasowe Ilub etniczne, poglady polityczne, przekonania religijne lub $wiatopogladowe,
przynalezno$¢ do zwigzkéw zawodowych, dane genetyczne, biometryczne w celu jednoznacznego
zidentyfikowania osoby fizycznej lub dane dotyczace zdrowia, seksualnosci lub orientacji seksualnej.

Dane karne — oznaczajg dane wymienione w art. 10 RODO, tj. dane dotyczace wyrokdéw skazujgcych i naruszen
prawa.

Dane dzieci — 0znaczaja dane 0séb ponizej 16 roku zycia.
Osoba — oznacza osobe, ktérej dane dotyczg, o ile co innego nie wynika wyraznie z kontekstu.

Podmiot przetwarzajacy — oznacza organizacje lub osobe, ktérej Przedsiebiorstwo powierzyto przetwarzanie
danych osobowych (np. firma ksiegowa, prawnicza, ustugodawca IT).

Profilowanie oznacza dowolng forme zautomatyzowanego przetwarzania danych osobowych, ktére polega na
wykorzystaniu danych osobowych do oceny niektérych czynnikdw osobowych osoby fizycznej, w szczegdlnosci
do analizy lub prognozy aspektow dotyczgcych efektéw pracy tej osoby fizycznej, jej sytuacji ekonomicznej,
zdrowia, osobistych preferencji, zainteresowan, wiarygodnosci, zachowania, lokalizacji lub przemieszczania sie.

Eksport danych oznacza przekazanie danych do panstwa trzeciego lub organizacji miedzynarodowe;.
10D lub Inspektor oznacza Inspektora Ochrony Danych Osobowych.

Administrator danych osobowych lub Administrator rozumie sie przez to osobe fizyczng lub prawng, organ
publiczny, jednostke lub inny podmiot, ktéry samodzielnie lub wspdlnie z innymi ustala cele i sposoby
przetwarzania danych osobowych; jezeli cele i sposoby takiego przetwarzania sg okreslone w prawie Unii lub w
prawie panstwa cztonkowskiego, to réwniez w prawie Unii lub w prawie panstwa cztonkowskiego moze zostaé
wyznaczony administrator lub mogg zosta¢ okreslone konkretne kryteria jego wyznaczania.

Przedsiebiorstwo oznacza: Midorino Judo Teresa Klaczyriska ul. Debowa 39/2 61-458 Poznan

§5. Zasady ogdlne ochrony danych osobowych

5.1. Filary ochrony danych osobowych
zasada legalnosci — Administrator danych osobowych dba o ochrone prywatnosci i przetwarza dane zgodnie z
prawem;

zasada bezpieczennstwa — Administrator danych osobowych zapewnia odpowiedni poziom bezpieczeristwa
danych, podejmujac state dziatania w tym zakresie;

zasada rozliczalnosci — Administrator danych osobowych dokumentuje to, w jaki sposdb spetnia obowigzki, aby
w kazdej chwili méc wykazac zgodnos¢ z prawem;

prawa jednostki — Administrator danych osobowych umozliwia osobom, ktdrych dane przetwarza,
wykonywanie swoich praw i prawa te realizuje.

5.2. Zasady ochrony danych osobowych

Administrator danych osobowych przetwarza dane osobowe z poszanowaniem nastepujgcych zasad.



W oparciu o podstawe prawng i zgodnie z prawem;

a) rzetelnie i uczciwie;

b) w sposdb przejrzysty dla osoby, ktérej dane dotyczg;
c) w konkretnych celach;

d) w niezbednym zakresie;

e) z dbatoscig o prawidtowos¢ danych;

f) nie dtuzej niz potrzeba;

g) zapewniajgc odpowiednie bezpieczenstwo.

5.3. System ochrony danych osobowych

Inwentaryzacja danych: Administrator danych osobowych dokonuje identyfikacji zasobéw danych osobowych,
klas danych, zaleznosci miedzy zasobami danych, identyfikacji sposobdw wykorzystania danych, w tym:
przypadkdéw przetwarzania danych szczegdlnych kategorii i danych karnych, przypadkéw przetwarzania danych
dzieci, profilowania, wespét administrowania danymi;

Podstawy prawne: Administrator danych osobowych zapewnia, identyfikuje, weryfikuje podstawy prawne
przetwarzania danych.

Obstuga praw jednostki: Administrator danych osobowych spetnia obowiazki informacyjne wzgledem osdb,
ktérych dane przetwarza oraz zapewnia obstuge ich praw, realizujgc otrzymane w tym zakresie zadania, w tym:

a) obowigzki informacyjne. Administrator danych osobowych przekazuje osobom prawem wymagane informacje
przy zbieraniu danych i w innych sytuacjach oraz organizuje i zapewnia dokumentowanie realizacji tych
obowigzkow;

b) mozliwos¢ wykonywania zadan. Administrator danych osobowych weryfikuje i zapewnia mozliwosé
efektywnego wykonywania kazdego typu zadania przez siebie i swoich przetwarzajacych;

c) obstuga zgdan. Administrator danych osobowych zapewnia odpowiednie naktady i procedury, aby zadania
0s6b byty realizowane w terminach i w sposéb wymagany przez RODO i dokumentowane;

d) zawiadamianie o naruszeniach. Administrator danych osobowych stosuje procedury pozwalajgce na ustalenie
koniecznosci zawiadomienia oséb dotknietych zidentyfikowanym naruszeniem ochrony danych.

5.4. Bezpieczenistwo. Administrator danych osobowych zapewnia odpowiedni poziom

bezpieczenstwa danych, w tym:

a) przeprowadza analizy ryzyka dla czynnosci przetwarzania danych lub ich kategorii;

b) przeprowadza oceny skutkdw dla ochrony danych tam, gdzie ryzyko naruszenia praw i wolnosci jest wysokie;
c) dostosowuje srodki ochrony danych do ustalonego ryzyka;

d) posiada system zarzadzania bezpieczeristwem informacji;

e) stosuje procedury pozwalajgce na identyfikacje, ocene i zidentyfikowanego naruszenia ochrony danych
Urzedowi Ochrony Danych — zarzadzanie incydentami.

5.5. Przetwarzajacy. Administrator danych osobowych posiada zasady doboru przetwarzajacych dane na jego
rzecz, wymogow co do warunkéw przetwarzania (umowa powierzenia), zasad weryfikacji wykonywania umow
powierzenia.

5.6. Privacy by design. Administrator danych osobowych zarzadza zmianami wptywajgcymi na prywatnos¢. W tym
celu procedury uruchamiania nowych projektéw i inwestycji uwzgledniajg konieczno$¢ oceny wptywu zmiany na
ochrone danych, analize ryzyka, zapewnienie prywatnosci juz w fazie projektowania zmiany, inwestycji czy na
poczatku nowego projektu.

§6. Zadania os6b



1. Dostep do danych. Na zgdanie osoby dotyczgcej dostepu do jej danych Administrator danych osobowych
informuje osobe, czy przetwarza jej dane oraz informuje o szczegétach przetwarzania zgodnie z art. 15 RODO, a
takze udziela osobie dostepu do danych jej dotyczacych. Dostep do danych moze by¢ zrealizowany przez wydanie
kopii danych.

2. Kopie danych. Na zgdanie Administrator danych osobowych wydaje kopie danych jej dotyczgcych i odnotowuje
fakt wydania pierwszej kopii danych. Za kolejne kopie danych Administrator danych osobowych zastrzega prawo
do pobierania optat.

3. Sprostowanie danych. Administrator danych osobowych dokonuje sprostowania nieprawdziwych/
nieprawidtowych danych na zgdanie osoby. Administrator danych osobowych ma prawo odmédwié sprostowania
danych, chyba ze osoba w rozsgdny sposdb wykaze nieprawidtowosci danych, ktdrych sprostowania sie domaga.
W przypadku sprostowania danych Administrator danych osobowych informuje osobe o odbiorcach danych, na
zadanie tej osoby.

4. Uzupetnienie danych. Administrator danych osobowych uzupetnia i aktualizuje dane na Zadanie osoby.
Administrator danych osobowych ma prawo odméwic¢ uzupetnienia danych, jezeli uzupetnienie bytoby niezgodne
z celami przetwarzania danych. Administrator danych osobowych moze polegaé na oswiadczeniu osoby co do
uzupetnienia danych, chyba ze istniejg podstawy, aby uznac¢ to oswiadczenie za niewiarygodne.

5. Usuniecie danych. Na zgdanie osoby Administrator danych osobowych usuwa dane, gdy:

[J dane nie sg niezbedne do celéw, w ktdrych zostaty zebrane, ani przetwarzane w innych zgodnych z
prawem celach;

zgoda na ich przetwarzanie zostata cofnieta, a nie ma innej podstawy prawnej przetwarzania;
osoba whniosta skuteczny sprzeciw wzgledem przetwarzania tych danych;
dane byly przetwarzane niezgodnie z prawem;

koniecznos¢ usuniecia wynika z obowigzku prawnego;

O A A

zadanie dotyczy danych dziecka zebranych na podstawie zgody w celu $wiadczenia ustug spoteczenstwa
informacyjnego oferowanych bezposrednio dziecku.

6. Administrator danych osobowych okres$la sposéb obstugi prawa do usuniecia danych w taki sposdb, aby
zapewni¢ efektywng realizacje tego prawa przy poszanowaniu wszystkich zasad ochrony danych, w tym
bezpieczenstwa, a takze weryfikacje, czy nie zachodza wyjatki, o ktédrych mowa w art. 17 ust. 3 RODO.

7. W przypadku, gdy dane podlegajgce usunieciu zostaty upublicznione przez Przedsiebiorce, Przedsiebiorca
podejmuje rozsgdne dziatania, w tym S$rodki techniczne, by poinformowac¢ innych administratoréow
przetwarzajgcych te dane osobowe o potrzebie usuniecia danych i dostepu do nich.

8. W przypadku usuniecia danych Administrator danych osobowych informuje osobe o odbiorcach danych, na
zadanie tej osoby.

9. Realizacja praw oséb fizycznych w zakresie przetwarzania danych osobowych odbywa sie na podstawie
ztozenia drogg elektroniczna, pocztowg lub osobiscie w siedzibie Administratora — Wniosku o realizacje praw
osoby, ktorej dane dotyczg zgodnie z Rozporzadzeniem RODO.

§7. Ograniczenie przetwarzania

1. Administrator danych osobowych dokonuje ograniczenia przetwarzania danych na zagdanie osoby, gdy:

a) osoba kwestionuje prawidtowosé danych — na okres pozwalajacy sprawdzié ich prawdziwos$é/prawidtowosé;
b) przetwarzanie jest niezgodne z prawem, a osoba, ktdrej dane dotyczg, sprzeciwia sie usunieciu danych
osobo-wych, zgdajgc w zamian ograniczenia ich wykorzystywania;

c) Administrator danych osobowych nie potrzebuje juz danych osobowych, ale sg one potrzebne osobie,
ktérej dane dotyczg, do ustalenia, dochodzenia lub obrony roszczen;

d) osoba wniosta sprzeciw wzgledem przetwarzania z przyczyn zwigzanych z jej szczegélng sytuacja do czasu



stwierdzenia, czy po stronie Administrator danych osobowych zachodzg prawnie uzasadnione podstawy nadrzedne
wobec podstaw sprzeciwu.

2. W trakcie ograniczenia przetwarzania Administrator danych osobowych przechowuje dane, natomiast nie
przetwarza ich (nie wykorzystuje, nie przekazuje), bez zgody osoby, ktérej dane dotyczg, chyba ze w celu
ustalenia, dochodzenia lub obrony roszczen lub w celu ochrony praw innej osoby fizycznej lub prawnej lub z uwagi
na wazne wzgledy interesu publicznego.

3. W przypadku ograniczenia przetwarzania danych Administrator danych osobowych informuje osobe o
odbiorcach danych, na zgdanie tej osoby.

§8. Przenoszenie danych

1. Na zadanie osoby Administrator danych osobowych wydaje w ustrukturyzowanym, powszechnie uzywanym
formacie nadajacym sie do odczytu maszynowego lub przekazuje innemu podmiotowi, jesli jest to mozliwe, dane
dotyczace tej osoby, ktére dostarczyta ona Administrator danych osobowych, przetwarzane na podstawie zgody
tej osoby lub w celu zawarcia lub wykonania umowy z nig zawartej w systemach informatycznych Administrator
danych osobowych.

2. Sprzeciw w szczegdlnej sytuacji. Jezeli osoba zgtosi umotywowany jej szczegdlng sytuacja sprzeciw wzgledem
przetwarzania jej danych, a dane przetwarzane sg przez Administrator danych osobowych w oparciu o uzasadniony
interes Administrator danych osobowych lub o powierzone Administrator danych osobowych w interesie publicznym,
Administrator danych osobowych uwzgledni sprzeciw, o ile nie zachodzg po stronie Administrator danych osobowych
wazne prawnie uzasadnione podstawy do przetwarzania, nadrzedne wobec interesdw, praw i wolnosci osoby
zgtaszajacej sprzeciw lub podstawy do ustalenia, dochodzenia lub obrony roszczen.

3. Sprzeciw wzgledem marketingu bezposredniego: jezeli osoba zgtosi sprzeciw wzgledem przetwarzania jej
danych przez Administrator danych osobowych na potrzeby marketingu bezposredniego, Administrator danych
osobowych uwzgledni sprzeciw i zaprzestanie takiego przetwarzania.

§9. Minimalizacja

1. Administrator danych osobowych dba o minimalizacje przetwarzania danych pod katem adekwatnosci
danych do celéw, dostepu do danych, czasu przechowywania danych.

2. Minimalizacja zakresu. Administrator danych osobowych zweryfikowat zakres pozyskiwanych danych, zakres ich
przetwarzania i ilo$¢ przetwarzanych danych pod katem adekwatnosci do celéw przetwarzania w ramach
wdrozenia RODO.

3. Administrator danych osobowych dokonuje okresowego przegladu ilosci przetwarzanych danych i zakresu ich
przetwarzania nie rzadziej niz raz na rok.

4. Administrator danych osobowych przeprowadza weryfikacje zmian co do ilosci i zakresu przetwarzania danych
w ramach procedur zarzgdzania zmiang (privacy by design).

5. Minimalizacja dostepu.

5.1. Administrator danych osobowych stosuje ograniczenia dostepu do danych osobowych: prawne (zobowigzania
do poufnosci, zakresy upowaznien), fizyczne (strefy dostepu, zamykanie pomieszczen, szaf) i logiczne
(ograniczenia uprawnien do systeméw przetwarzajgcych dane osobowe i zasobdw sieciowych, w ktérych rezyduja
dane osobowe, hasta).

5.2. Administrator danych osobowych dokonuje aktualizacji uprawnief dostepowych przy zmianach w sktadzie
personelu i zmianach rél osdb, oraz zmianach podmiotéw przetwarzajgcych.

5.3. Administrator danych osobowych dokonuje okresowego przegladu ustanowionych uzytkownikdéw systemoéw i
aktualizuje ich nie rzadziej niz raz na rok.

6. Minimalizacja czasu.



6.1 Administrator danych osobowych wdraza mechanizmy kontroli cyklu zycia danych osobowych, w tym
weryfikacji dalszej przydatnosci danych wzgledem termindéw i punktéw kontrolnych.

6.2. Dane, ktérych zakres przydatnosci ulega ograniczeniu wraz z uptywem czasu sg usuwane z systemow
produkcyjnych, jak tez z akt podrecznych i gtéwnych. Dane takie mogg by¢ archiwizowane oraz znajdowac sie na
kopiach zapasowych systemoéw i informacji przetwarzanych przez przedsiebiorstwo. Procedury archiwizacji i
korzystania z archiwdw, tworzenia i wykorzystania kopii zapasowych uwzgledniajg wymagania kontroli nad cyklem
zycia danych, a w tym wymogi usuwania danych.

§10. Bezpieczeristwo

1. Administrator danych osobowych zapewnia stopien bezpieczeristwa odpowiadajacy ryzyku naruszenia praw i
wolnosci osdb fizycznych wskutek przetwarzania danych osobowych przez Administrator danych osobowych.

2. Analiza ryzyka i adekwatnosci srodkow bezpieczeristwa. Administrator danych osobowych przeprowadza i
dokumentuje analizy adekwatnosci sSrodkéw bezpieczeristwa danych osobowych. W tym celu:

a) Administrator danych osobowych zapewnia odpowiedni stan wiedzy o bezpieczenstwie informacji,
cyberbezpieczenstwie i ciggtosci dziatania - wewnetrznie lub ze wsparciem podmiotéw wyspecjalizowanych.

b) Administrator danych osobowych kategoryzuje dane oraz czynnosci przetwarzania pod katem ryzyka, ktére
przedstawiaja.

¢) Administrator danych osobowych przeprowadza analizy ryzyka naruszenia praw lub wolnosci oséb fizycznych
dla czynnosci przetwarzania danych lub ich kategorii. Administrator danych osobowych analizuje mozliwe sytuacje
i scenariusze naruszenia ochrony danych osobowych uwzgledniajagc charakter, zakres, kontekst i cele

przetwarzania, ryzyko naruszenia praw lub wolnosci oséb fizycznych o réznym prawdopodobieristwie wystgpienia
i wadze zagrozenia.

3. Administrator danych osobowych ustala mozliwe do zastosowania organizacyjne i techniczne s$rodki
bezpieczenstwa sktadajace sie na zdolnos¢ do ciggtego zapewnienia poufnosci, integralnosci, dostepnosci i
odpornosci systemdéw i ustug przetwarzania, Srodki zapewniajgce ciggtos¢ dziatania zapobiegania skutkom
katastrof, czyli zdolnosci do szybkiego przywrécenia dostepnosci danych osobowych i dostepu do nich w razie
incydentu fizycznego lub technicznego.

4. Ocena skutkéw dla ochrony danych

Administrator danych osobowych dokonuje oceny skutkéw planowanych operacji przetwarzania dla ochrony
danych osobowych tam, gdzie zgodnie z analizg ryzyka ryzyko naruszenia praw i wolnosci oséb jest wysokie.
Administrator danych osobowych stosuje metodyke oceny skutkéw przyjetg w przedsiebiorstwie.

5. Srodki bezpieczeristwa

Administrator danych osobowych stosuje srodki bezpieczeristwa ustalone w ramach analiz ryzyka i adekwatnosci
srodkow bezpieczenstwa oraz ocen skutkéw dla ochrony danych.

Srodki bezpieczerstwa danych osobowych stanowig element $rodkdw bezpieczeristwa informacji i zapewnienia
cyberbezpieczenstwa w przedsiebiorstwie.

6. Zgtaszanie naruszen.
Administrator danych osobowych stosuje procedury pozwalajgce na identyfikacje, ocene i zgtoszenie

zidentyfikowanego naruszenia ochrony danych Urzedowi Ochrony Danych w terminie 72 godzin od ustalenia
naruszenia.

Szczegétowa procedura: Instrukcja postepowania w sytuacji naruszenia ochrony danych osobowych.

811. Przetwarzajacy



Administrator danych osobowych posiada zasady doboru i weryfikacji przetwarzajagcych dane na rzecz
Administrator danych osobowych opracowane w celu zapewnienia, aby przetwarzajgcy dawali wystarczajgce
gwarancje wdrozenia odpowiednich srodkéw organizacyjnych i technicznych dla zapewnienia bezpieczenstwa,
realizacji praw jednostki i innych obowigzkéw ochrony danych spoczywajacych na dziatalnosci gospodarczej.

Administrator danych osobowych przyjeta minimalne wymagania co do umowy powierzenia przetwarzania danych.
Administrator danych osobowych rozlicza przetwarzajgcych z wykorzystania pod przetwarzajacych, jak tez z
innych wymagan wynikajacych z Zasad powierzenia danych osobowych.

Szczegdtowa procedura: Procedura weryfikacji podmiotu przetwarzajacego.

§12. Eksport danych

W przedsiebiorstwie nie dochodzi do eksportu danych, czyli przekazywania danych poza Europejski Obszar
Gospodarczy.

§13. Projektowanie prywatnosci

Administrator danych osobowych zarzadza zmiang majacg wptyw na prywatnos$é w taki sposéb, aby umozliwic¢
zapewnienie odpowiedniego bezpieczenstwa danych osobowych oraz minimalizacji ich przetwarzania.

W tym celu zasady prowadzenia projektéw i inwestycji przez przedsiebiorstwo odwotujg sie do zasad
bezpieczeAstwa danych osobowych i minimalizacji, wymagajg oceny wptywu na prywatnos¢ i ochrone danych,
uwzglednienia i zaprojektowana bezpieczeristwa i minimalizacji przetwarzania danych od poczatku projektu lub
inwestycji.

Niniejsza Polityka Ochrony Danych Osobowych wchodzi w zycie z dniem r.

Zatwierdzit w dniu r.




